Las Vegas Sands Corp Summer Internship

Global Cyber Security Position Overview

The primary responsibility of the Cybersecurity Intern is to assist in project activities of the Corporate Global Cybersecurity division and learn the key operating procedures of the departments assigned. All duties are to be performed in accordance with departmental and The Venetian | The Palazzo Casino Resort’s policies, practices, and procedures.

The Cybersecurity Intern will be introduced to the basics of a world-class Cybersecurity Global Operation. A specific focus will be placed on learning the Cyber Security Analyst I position within the Cybersecurity Operations Center (SOC). Participants will undergo similar training as an actual Cyber Security Analyst I, but will have greater exposure to each of the different teams within LVSC Global Cybersecurity including but not limited to:

- Cybersecurity Security Operations Center (SOC) Team
- Cybersecurity Incident Response & Threat Intelligence Team
- Cybersecurity Digital Forensics Investigations (DFI) Team
- Cybersecurity Vulnerability Management Team
- Cybersecurity Strategy Team
- Cybersecurity Governance & Training Team
Essential Duties & Responsibilities:

- Learn the operational workings of the Global Cybersecurity departments in which you are assigned – by gaining knowledge, skills and abilities for specific roles in the areas that you are assigned to which can include but not limited to observing team members, performing the role, participating in meetings, asking relevant questions and evaluating tools, appliances, services, and tasks.
- Complete special projects as assigned by department management.
- Provide input into the research, development, evaluation and implementation of current and new technologies, products, services and processes to ensure the organization’s competitive position and in anticipation of changing customer needs within the dynamic hospitality and gaming environment.
- Assist the Department Manager with the delivery of services, tasks, responsibilities, roles and measurement of a Cybersecurity Tier 1 Analyst role.
- Assist the Department Manager with the deliver and measurement of other assigned department(s) in other functional cybersecurity domains beyond the Cybersecurity Tier 1 Analyst Role being consistent with the company's core service standards and brand attributes.
- Assist the Department Manager with assigned operational and tactical functions consistent with the strategic plan and vision for the global cybersecurity department, the division and organization.
- Provide an exemplary level of service or assistance to meet the needs of guests, clients or customers.
- Proper performance requires knowledge of specific cybersecurity functions, tools, programs, services, or activities including familiarity with Corp and Property policies and procedures of the Cybersecurity department.
- Comply with policies and procedures of the Cybersecurity department in order to complete exemplary world-class service.
- Proper performance requires some physical and mental dexterity in order to accomplish tasks, utilize cybersecurity tools, programs, appliances associated with the completion of the Cybersecurity Tier 1 Analyst role.
- Possess skills to expedite processing of cybersecurity tickets, perform Tier 1 analyst service, evaluate alerts, information, and develop context for Management in order to take action and respond to alerts, events, or incidents including preventing cyber-criminal activity.
- Completion of Cybersecurity department tasks or assignments will require the use of equipment, tools, appliances, programs or systems related to the proper performance of the service.
- Provide exemplary world-class service for others by providing specific cybersecurity expertise based on information keyed, gathered, studied, processed or reviewed.
• Consistent and regular attendance is an essential function of this job.
• Performs other related duties as assigned.

Company Standards of Conduct

All Venetian | Palazzo Team Members are expected to conduct and carry themselves in a professional manner at all times. Team Members are required to observe the Company’s standards, work requirements and rules of conduct. Team Members are expected to behave in a manner that supports a harmonious work environment to help us deliver unmatched service to our guests and customers.

Minimum Qualifications:

• 21 years of age.
• Proof of authorization/eligibility to work in the United States.
• Must be currently enrolled in an accredited College or University.
• Must be at least an undergraduate student in good standing academically with a 3.25 GPA who has completed their Junior year.
• **Must highlight any cybersecurity competition experience on resume**
• **Must highlight any relevant cybersecurity coursework or certifications on resume**
• Must have a future interest in working at The Venetian & The Palazzo Resort-Hotel-Casino following graduation.
• Must be able to obtain and pay for any required licensing and housing may be offered for out of town candidates (based on availability)
• Ability to communicate clearly and effectively in English, both in spoken and written form.
• Must be able to obtain and maintain any certification or license, as required by law or policy.
• Strong interpersonal skills with the ability to communicate effectively with guests and other Team Members of different backgrounds and levels of experience.
• Must be able to work varied shifts, including nights, weekends and holidays.
• This position will NOT require OVERSEAS travel
• This position will be based out of Las Vegas and located at 3355 S Las Vegas Blvd, Las Vegas, NV 89109, USA
Physical Requirements:

Must be able to:

- Lift or carry 20 pounds, unassisted, in the performance of specific tasks, as assigned.
- Physically access all areas of the property and drive areas with or without a reasonable accommodation.
- Maintain composure under pressure and consistently meet deadlines with internal and external customers and contacts.
- Ability to interact appropriately and effectively with guests, management, other team members, and outside contacts.
- Ability for prolonged periods of time to walk, stand, stretch, bend and kneel.
- Work in a fast-paced and busy environment.
- Work indoors and be exposed to various environmental factors such as, but not limited to, CRT, noise, dust, and cigarette smoke.

Application Deadline: March 1st 2018

Duration: Internship Start Date June 6th, 2018

Duration: Internship Completion Date August 10th 2018

Employment Type: Full Time, Internship

Approximate Pay Scale: TBD

Would you sponsor a work visa for the right candidate? Not at this time

Would you hire international students seeking opportunities in their field of study? (OPT and/or CPT eligible. Note: OPT/CPT requires no immigration sponsorship by an employer.) Not at this time

Questions about this position: GLOBAL_Cyber_Security_Training@Sands.com

HOW TO APPLY: