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	This document is a template for Federally Qualified Health Centers to use in documenting general emergency management and preparedness strategies, planning and procedures.  Each facility/system will need to tailor this plan to their operations and capabilities. Sections highlighted in gray are those which require attention to add specific information and/or adhere to the statement as written or remove it. Facility/system implementers should feel free to make any additions or references needed to make the plan valuable to operations. 
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Plan Development Instructions

· The Table of Contents is auto generated. Depending on the version of Microsoft, to update the TOC, click anywhere on it, and:

Microsoft 97-2003: right click and select “Update Field”, or Later versions of Microsoft: go to the References tab and then click Update Table.

· Implementation Notes are given (highlighted in blue) throughout the plan. These should be removed prior to plan implementation.
· Items highlighted in gray require your attention for facility-specific input. Remove the gray highlighting once the issues have been addressed.

·  If this plan will represent many facilities within a system, be sure to include the specific information about each facility when it is different.
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EMERGENCY OPERATIONS PLAN ANNEXES
Implementation Note: The facility may want to include other emergency management plans as annexes (e.g., Communication Plan, Continuity of Operations Plan, etc.). If so, list them here and anywhere else in the EOP template that is appropriate.
Annex
1
Emergency Response Plans 

Implementation Note: The facility may choose to individually list each response plan as a separate Annex vs. one Annex that holds them all. Either is acceptable.
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3
Utility Outage/Emergency Procedures and Contacts

1.0  
INTRODUCTION
Federally Qualified Healthcare Centers (FQHCs) provide primary care to medically underserved populations, regardless of the client's ability to pay. As a critical part of healthcare for these populations, FQHCs may provide unique access to populations who will need to be served during a public health emergency. 
2.0  
PURPOSE
The purpose of the Emergency Operations Plan (EOP) is to provide an all hazards approach to emergency management (mitigation, preparedness, response and recovery phases) for the purposes of eliminating or minimizing the disruptions that affect a facility’s ability to provide care and support to clients.  
Insert Facility/System Name’s EOP is written to describe overarching disaster response and recovery strategies within the emergency management program. These strategies are intended to be concordant with other Ohio Central Region healthcare emergency planning and response strategies to promote disaster preparedness, response and recovery consistency.  Disaster strategies within this plan include, but are not limited to:
· Communications

· Resources and Assets

· Safety and Security 

· Staff Responsibilities

· Utilities Management

· Client Care and Support Activities

Event-specific Emergency management plans will dictate more precise response procedures for the event (e.g., evacuation, tornado warning, etc.).  Event-specific response plans can be found in Annex 1 – Emergency Response Plans.
3.0  
SITUATION AND ASSUMPTIONS

3.1 
Situation

1.
The State of Ohio is vulnerable to natural and technological disasters, acts of terrorism, and other events such as fires and natural disasters that would require a facility to implement an emergency plan.

2.
Medically underserved, indigent and/or disabled patients require special consideration in planning for disasters or emergencies and in their ensuring safety.

3.2 
Assumptions
1. Facility operators are responsible for their clients (while on site) in emergencies and evacuations, government-ordered or otherwise.

2. In the event an emergency exceeds the facility’s capabilities, external services and resources may or may not be available. Therefore, the facility must plan to manage the incident without these resources.
3. The time required to obtain a response from emergency services will increase in proportion to the severity, magnitude, and nature of the emergency.
4. Insert Facility or System Name may receive requests for resources (supplies, equipment, staffing, and shelter) from other Federally Qualified Health Centers within the Ohio Central Region.
5. The management and coordination of all resources, personnel, equipment, procedures and communications will take place through the Incident Command System (ICS).

6. Communications and or facility utilities may be disrupted or rendered inoperable during an emergency.

7. Facility security could become an issue during an emergency—particularly a large-scale incident.
8. Insert Facility or System Name will coordinate emergency preparedness and response activities with the Insert County Name Emergency Management Agency.
4.0
AUTHORITIES AND REFERENCES
4.1 
Authorities

This Emergency Operations Plan (EOP) is instituted under the authority of Insert Facility or System Name’s Administration (see EOP Attachment A for an Organizational Flowchart) and its Board of Directors. The plan will be reviewed every three (3) years at a minimum or after an event and resulting After Action Report and Improvement Plan dictates changes.

4.2 
References

Insert Facility or System Name is expected under Health Resources and Services Administration (HRSA) Bureau of Primary Health (PIN 2007-15) to: 

(1) 
Conduct emergency management planning- health centers should be engaged in an ongoing, continuous process to ensure that emergency management plans (EMP) are appropriate. 

(2) 
Create linkages and collaborations- health centers should maximize their linkages and collaborations. 

(3) 
Ensure communications and information sharing- health centers should have policies and procedures for communicating and sharing information with internal and external stakeholders. 

(4) 
Maintain financial and operational stability- health centers' business plans should       address financial viability in the event of an emergency.
Insert Facility or System Name must also show compliance with applicable Ohio Fire Code (Administrative Code [OAC]) OAC 1301: 7-7-04 Emergency Planning and Preparedness and other standards to which the organization subscribes such as: Implementation Note: List additional regulatory bodies as they apply:
The Joint Commission
5.0  
MITIGATION
 
Insert Facility/System Name will undertake risk assessment and hazard mitigation activities to lessen the severity and impact of a potential emergency. Mitigation begins by identifying potential emergencies (hazards) that may affect the organization's operations or the demand for its services. During the mitigation phase, Insert Facility/System Name will identify internal and external hazards and take steps to reduce the level of threat they pose by mitigating those hazards or reducing their potential impact on the clinic.  The areas of vulnerability that cannot be strengthened sufficiently are then addressed in emergency plans.

Mitigation activities may occur both before and following a disaster.

5.1 
Hazard Analysis
Insert Facility or System Name has conducted a Hazard Vulnerability Assessment (HVA) which encompasses a variety of potential emergency incidents under four (4) main event categories—Naturally Occurring, Technological, Human Related and Hazardous Materials.  See EOP Attachment B for a current copy of Insert Facility or System Name’s HVA. 

Insert Facility or System Name endorses the FQHC Central Region Hazard Vulnerability Analysis (HVA) Report which focuses on events large enough to impact two (2) or more health centers in the region.  The results of this regional healthcare HVA keeps Federally Qualified Health Centers aware of regional events that have the potential to impact health center operations.
5.2 

Insurance Coverage

The Chief Financial Officer of Insert Facility or System Name meets regularly with insurance carriers to review all insurance policies and assess the facility’s coverage for relocation to another site, loss of supplies and equipment, and structural and nonstructural damage to the facility.  Copies of the Insert Facility or System Name Insurance Policy is kept in the office of the Chief Financial Officer. 
6.0  
PREPAREDNESS
Preparedness activities build organization capacity to manage the effects of emergencies should one occur. During this phase, the Insert Facility or System Name will develop plans and operational capabilities to improve the effectiveness of the clinic’s response to emergencies.  Specifically, the clinic will:

Develop / Update emergency plans and procedures, including the Emergency Operations Plan.  

Develop and update agreements with other community health care providers and with civil authorities.

Train emergency response personnel.

Conduct drills and exercises.

6.1 
Plan Development and Maintenance
Insert Facility or System Name reviews this plan, its attachments and annexes annually.   The plan will also be reviewed following its activation in response to any emergency, following exercises and other tests, as new threats arise, or as changes in clinic and government policies and procedures require.

6.2 
Exercise and Training

6.2.1 
Emergency/Disaster Drills

Insert Facility or System Name performs (##) fire exit drills every year, at least every (##) months on each shift to familiarize facility staff with signals and emergency actions required under varied conditions. 

Additionally, Insert Facility or System Name conducts at least (##) disaster preparedness drills per year.  Drill scenarios are realistic and related to priority emergencies identified on the facility’s Hazard Vulnerability Assessment.

Drills will be evaluated by personnel dedicated to monitor performance in achievement of goals and expectations set for the event.  A written record of the evaluation is completed and includes the date, time, staff attendance, and effectiveness of the emergency plan tested.  Drill evaluations will be shared with the Insert Facility or System Name Administration.  Revisions will be made as required to this EOP and processes and procedures as a result of this critique and these improvements will be tested in a future drill to assure effectiveness.  
6.2.2 
Emergency/Disaster Training 
Staff receives safety training which discusses emergency codes (emergency operations plans) and required actions during emergencies including, but not limited to:

(  Severe weather - tornado awareness and response

(  Bomb threat awareness and response

(  Fire awareness and response
All employees receive training and are provided updates on emergency preparedness, including elements of this plan.

7.0  
RESPONSE (cONCEPT OF OPERATIONS)
During this phase, Insert Facility or System Name  will mobilize the resources and take actions required to manage its response to disasters.  

7.1  
Incident Command

Insert Facility or System Name uses the Healthcare Incident Command System (HICS) to manage disaster events as required. The HICS delineates a unified approach for controlling personnel, facilities, equipment, and communications. Not all events will require HICS activation. 

Activation of the HICS will be determined by the System/facility administrator or designee in charge at the time of an event.  This administrator/staff member will become the Incident Commander.  Additional positions will be activated as necessary to effectively manage response and recovery.  EOP Annex 2 contains HICS documentation including a flowchart depicting HICS Incident Management Team positions. Each position has a corresponding Job Action Sheet (JAS) to guide associated response activities. These JASs are also located in EOP Annex 2 along with associated Incident Command System Forms.
The HICS is National Incident Management System (NIMS) compliant and provides consistency in response structure with that of the surrounding community and regional agencies.  The HICS provides structure for:

· identifying staff and their responsibilities in responding to disasters

· guidelines for immediate, intermediate, and extended response activities through development and maintenance of an Incident Action Plan (IAP)
· initiating demobilization (recovery) activities 
7.2
Emergency Communication Strategies
Each facility maintains a variety of emergency communication devices to provide redundancies in the event that conditions render some devices inoperable.  

Implementation Note: Select the devices available at your facility and add additional devices as they apply. Delete this note prior to plan release. 
Cellular Phones/Texting:  Staff personal cell phones will be used as available to communicate externally if hard wired phone systems are not operable.
Land Line Phones: These phones are hard-wired into your facility and are used for internal and external communications.
Two-way Radios:  These radios may or may not currently be used internally for every-day communications.  In the event of an emergency, these radios will be distributed as required to support the Facility Command Center (FCC) for use in response activities.  These radios are used for internal communications at a facility.  

HAM Radios:  FQHCs have access to HAM radio operators should the situation mandate that communication with another entity is imperative to successful emergency response.  The Central Ohio Amateur Radio Emergency System (COARES) provides licensed operators during emergencies.  To activate the HAM radio operators, contact the Central Ohio Trauma System during regular business hours and the county Emergency Management Agency (EMA) after hours.

Emergency Paging System: This internal communication method allows a facility to announce emergency codes and/or information via an internal telecom paging system. 

Internet: Some facilities may be able to communicate emergency information electronically to staff via this method both internally (Intranet) and externally.

Media Outlets (public radio, news): These outlets may be available to broadcast general information and/or instructions to staff and resident family members regarding a particular incident.

Emergency Weather Radio: Keeps facility staff aware of current conditions that may affect operations.

Runners: If typical communication systems are not available, staff or volunteers can be used to get information from one location to another (internally and externally).

7.2.1  
Staff Communications (Internal and External)
Emergency codes that are activated will be paged overhead to alert currently working staff that a disaster has occurred and response is required.  Additionally phones and if necessary, runners will be utilized for internal communications. (Insert any other methods for communicating with staff that your facility may use.) 
Staff currently not at work with services that are required during an event will be notified via (edit as required):
· Call-in Lists 

· Telephone Emergency Notification System (TENS) 
· Group or individual paging

· Media messages (radio, local TV news, etc.)
· Staff Hotline with recorded message giving information and/or direction

7.2.2
External Agency Communications

External communication during emergencies will be made by the appropriate HICS position (Incident Commander, Liaison Officer or Public Information Officer).  Specific emergency plans identify agency notification requirements for the event.  External agency contact numbers are available in EOP Attachment C – Agency/Staff Emergency Contact Information.

7.2.3
Communication with Clients and Client Family Members 

Clients at the facility during a disaster will be kept informed of events by the HICS Public Information Officer or designee.  Clients with impending appointments will be contacted as soon as possible by an appropriate facility staff member regarding the status of the clinic operations. This may be done via an individual phone call or public information system (television, radio, etc.) 
7.3 
Resources and Assets

7.3.1
Disaster Equipment and Supply Inventory

Insert Facility or System Name maintains a current inventory of disaster equipment and supplies.  This inventory includes amount, location and contact information for release of each item.  This inventory is located in EOP Attachment  D  – Disaster supply and equipment Inventory.  
7.3.2

Facility Supply Inventory and Maintenance
Procurement and maintenance of supplies for routine facility operations are the overall responsibility of facility managers and clinical staff.  On-hand supplies may be adjusted if advance warning is given regarding shortages and/or impending disease outbreaks. 
In a disaster situation, critical supplies would be assessed, monitored and if necessary, conserved to prolong viability throughout the event. Procurement of additional critical supplies will be attempted, if necessary, using typical vendors or available community emergency resources such as the local Emergency Management Agency or Red Cross Chapter.
7.4 
Safety and Security

Insert Facility or System Name relies on local police to provide security in an emergency. The facility can go into a lockdown mode if required to control access to the facility.  
Implementation Note: Be sure to include differences in security systems if this plan represents more than one facility.
7.5 
Staff Responsibilities

Responsibilities for emergency preparedness and response are recognized by each individual within the organization.  Education and training regarding these responsibilities are tailored to disciplines (client care giver, maintenance, administration, etc.)  across the organization and include but are not limited to: 
Implementation Note: Include various departments, disciplines and/or groups and the emergency management tasks for which they are responsible. Examples follow.
Emergency Preparedness Coordinator:  Participates in committees that coordinate and provide consistency across the community and region in disaster planning and response, education, federal disaster spending and new initiatives.  Represent the facility at regional preparedness meetings. Coordinate emergency management activities at the facility. 
Facilities Maintenance:  Maintain utilities during emergencies

Care Giver: Responsible for the safety of clients during a disaster. Follow event-specific disaster procedures to ensure safety and continued care.
Individual Facilities:  Respond to emergencies using department- or facility specific emergency plans.
Safety/Quality Committee:  Cross functional committee that coordinates overall facility emergency preparedness including but not limited to fire/evacuation drill evaluation and development and review of emergency plans including this EOP.  

Medical Director:  Contributes to emergency management initiatives. 

Facility Leadership:  Provides organizational leadership utilizing an Incident Command System during an emergency and promotes facility emergency preparedness initiatives at the department level.
Staff responsibilities may change depending on the scope of the event and the hour at which it occurs.  Staff will be deployed to assure that essential functions are maintained.  The facility uses the HICS which delineates variety of positions that may be required for the response.  Each position is concisely explained in an accompanying Job Action Sheet (JAS) which allows staff to perform roles they may not necessarily be accustomed to performing.  

Staff not assigned to a HICS job position will continue their normal job duties unless directed by their supervisor.  
7.6 
Utilities Management

Implementation Note: It would be a good idea to include information here that details the steps to take when a utility issue arises. Contact numbers should be included. This can be a part of this section or a separate Annex.  

Management of utilities during emergencies is handled by the (insert entity that manages utilities).  Plans for continued provision of key utilities (water, electricity, etc.) have been formulated by (insert entity that manages utilities). See Annex 3 for information regarding procedures to follow during a utility outages or emergency. 
In the case of generator failure, local emergency resources such as the Emergency Management Agency should be contacted for assistance. See Attachment C - Agency/Staff Emergency Contacts.
7.7 
Client Care and Support Activities
In a short-duration, low impact disaster, client care can be managed using current processes.  If an event is anticipated to be high-impact and long duration (e.g., a pandemic), alternatives to care provided within the facility will be considered. Insert Facility or System Name has the following Memorandums of Understanding in place for emergency support: (List agencies, if any.)
The confidentiality of patient information remains important even during emergency conditions.  Clinic staff will take feasible and appropriate steps to ensure confidential information is protected.

8.0 
RECOVERY
Insert Facility or System Name will use facility- and or event-specific recovery plans to follow the steps to resume or continue critical operational functions immediately following an emergency. It is important to assess remaining hazards, ensure staff and client safety and protect undamaged property, equipment and supplies. Recovery processes may include:

· External Agency Inspections (ODH, Fire Marshal, Joint Commission)

· Re-permitting for occupancy (generator, electrical, structural)

· Building repair from damage (structural, smoke, etc.)
It is also critical that the pertinent Healthcare Incident Command System positions keep detailed records of damaged-related costs using photo or video technologies to record damage.
The Recovery Checklist in EOP Attachment E contains a variety of details that should be considered in both the emergency response [planning] and recovery phases so that the facility can resume or continue operations as efficiently as possible.
9.0 
REVISION LOG

Insert Facility or System Name planning and preparedness considerations are continually reviewed and updated as the need arises. Changes must be approved by the Insert Facility or System Name Administration and documented below. 
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